



Secunity
Encryption encodes information to hide it from everyone else ... maintaining your privacy

## What Can Happen? <br> Viruses \& worms are common ways for malicious software to enter computer <br> * Virus--malic ious SW riding in on other SW <br> * Worm--SW purposely transmitting itself <br> Worms usually travel by attachments to ema il: .exe, .zip, .dmg, ... <br> * Open atta chments only if you know the sender and trust him/her






## RSA Encryption

Rivest, Adelman and Shamir invented a PKC scheme called RSA

- The secret is to pick the key, $K_{r}$, right
- Pick two prime numbers -- numbers divisible only by themselves and 1 -- that are 2 greater than a multiple of $3 \ldots$ weird!
- Examples are $5,11,17,23,29, \ldots$
- $\mathrm{K}_{\mathrm{r}}=\mathrm{p} \cdot \mathrm{q}$ so that it is 129 digits

Follow procedure given, send remainders
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Revise Encryption Setup
Public Key Encryption is based on publishing the key

Sender uses public key to encrypt $\mathrm{K}_{\text {sr }}$



## What Makes RSA Work?

Though the numbers get huge, computer can handle them quickly

- These codes are strong because breaking them needss, which needs $p, q$, which means fac toring $K_{r}$
- Factoring is computa tionally tough -- best methods are only somewhat better than grammar school, "try all small primes"
- Picking 129 digit key, means no computer can factor it... so the code is unbreakable 16


